\*\*Job Title: Computer and Network Security Specialist\*

\*\*Company Name:\*\* Cairo CyberGuard Ltd.

\*\*Location:\*\* 101 Tahrir Street, Downtown, Cairo, Egypt

\*\*Job Type:\*\* Full-Time

\*\*About Us:\*\*

Cairo CyberGuard Ltd. is at the forefront of cybersecurity, providing advanced solutions to protect critical infrastructure and data for businesses across Egypt. We are looking for a skilled Computer and Network Security Specialist to join our team and help safeguard our clients from evolving cyber threats.

\*\*Key Responsibilities:\*\*

- Design, implement, and manage security measures to protect computer systems and networks from cyber threats.

- Monitor network traffic and security systems to identify and respond to potential security incidents.

- Conduct regular vulnerability assessments and penetration testing to assess the security posture of systems and applications.

- Develop and enforce security policies and procedures to ensure compliance with industry standards and regulations.

- Configure and maintain security appliances such as firewalls, intrusion detection/prevention systems (IDS/IPS), and antivirus solutions.

- Analyze security breaches and provide detailed incident reports, including recommendations for remediation and prevention.

- Collaborate with IT and network teams to ensure the integration of security measures into infrastructure and applications.

- Stay current with the latest cybersecurity trends, threats, and technologies to effectively protect against new risks.

- Provide training and guidance to staff on best practices for cybersecurity and data protection.

\*\*Qualifications:\*\*

- Bachelor’s degree in Computer Science, Information Security, or a related field.

- Proven experience in computer and network security, with a strong understanding of security principles and practices.

- Experience with security tools and technologies, including firewalls, IDS/IPS, VPNs, and antivirus solutions.

- Knowledge of network protocols and security standards (e.g., TCP/IP, SSL/TLS, ISO/IEC 27001).

- Familiarity with regulatory requirements and industry standards such as GDPR, PCI-DSS, and NIST.

- Strong analytical skills with the ability to identify and address complex security issues.

- Excellent communication skills and the ability to work collaboratively with technical and non-technical teams.

- Certifications such as Certified Information Systems Security Professional (CISSP), Certified Ethical Hacker (CEH), or CompTIA Security+ are highly desirable.

\*\*Preferred Qualifications:\*\*

- Experience with cybersecurity frameworks and risk management.

- Knowledge of cloud security and securing cloud-based services (e.g., AWS, Azure).

- Familiarity with programming and scripting languages (e.g., Python, PowerShell).

\*\*Benefits:\*\*

- Competitive salary with performance-based bonuses.

- Comprehensive health and dental insurance.

- Opportunities for career advancement and professional development.

- Flexible working hours and remote work options.

- A collaborative and innovative work environment.